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Threats are trying to pass
Signatures, masks and hashes

Classic detection routine

Cloud detection (KSN)

Heuristics based on execution logs

Automatic Exploit Prevention

Deep learning utilizing execution logs

(BehavioralModel)

Heuristics based on emulation logs 

(Binary and Script Emulator)

Machine learning models

MULTILAYERED PROTECTION ON ENDPOINT



Targeted attacks
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